
Privacy Policy
Effective Date: April 19, 2025

Every Child Is A Genius LLC (hereinafter referred to as the Company, we, us, or our) 
respects and values your privacy. Therefore, we have developed this Privacy Policy to 
explain how we collect, use, disclose, retain, and delete your personal information and 
children's personal information when you use our website 
(hereinafter referred to as the Website), The World of Geniuses web application and 
related services (hereinafter collectively referred to as Services), as well as during other 
types of communication and interaction with us. The policy also describes your privacy 
rights and how you can use them.


This Privacy Policy does not apply to any personal information of individuals who act in a 
commercial or labor context or as the Company’s contractors, including personal 
information provided by an individual to conclude an independent contractor 
(ambassador) agreement with Every Child Is A Genius LLC and during the implementation 
of such agreement.


Please read this Privacy Policy carefully. If any of its provisions are unclear to you or you 
have any additional questions, you can email us at . 


Some functions of our Website may be available without providing personal information. 
However, e.g. in order to create an account, purchase or provide testing services, and 
fulfill legal obligations under U.S. law (including providing your parental consent to collect, 
use, and disclose certain personal information of your child), we will need certain 
personal data. If you choose not to provide the necessary information, we will not be able 
to provide you with access to Services in this part or to related product features.  

By using our Website and Services, you agree to be bound by our Privacy Policy. If you do 
not agree to our Privacy Policy, you may not access or otherwise use our Services or 
participate in them.


THE SERVICES ARE INTENDED FOR USE BY ADULTS AT THE AGE OF 18 AND OLDER. 
If you are a minor who is under 18, you should not purchase or use Services without 
the support and supervision of your parent or legal guardian.

https://worldofgeniuses.com 

info@echig.com
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Our Website may contain links to other websites, social media platforms, plug-ins and 
applications that are not operated by us. Third-party websites and services have their 
own terms, conditions and privacy policies, and you should read those carefully before 
you submit any personal information to them. We have no control over those third-party 
websites and are not responsible for their privacy statements.

We use the term “personal information” — also referred to as “personal data” or 
“personally identifiable information” in the laws of some jurisdictions — to denote 
information that means individually identifiable information about you and does not 
include de-identified data or publicly available information.


Your trust and respect are very important to us, which is why we do not sell or rent 
your personal information, do not share personal information for the purpose of 
targeted or cross-context advertising, and do not otherwise profit from it (as set forth in 
applicable laws).


Below are the types of personal information that we may collect from or about you, 
depending on how you interact with our Services, (hereinafter collectively referred to 
as your Personal Information):
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Links to Other Websites

Personal Information We Collect

Personal information which you provide to us directly or through third parties:

1

Full name and contact details: For example, when you purchase services from us, 
create an account, or give your verifiable parental consent to the collection, use, 
and disclosure of your child's personal information.


Account information: If you register an account on our Website, you may be 
required to provide us with certain personal information, such as your full name, 
email address, credentials, and date of birth. You can also voluntarily provide us 
with additional personal information.


If you log in to our Website or Services via a third-party platform such as Google, 
the third-party platform will send us your information as you indicate.
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Communication and interaction data: If you communicate with us, e.g., by email, in 
a technical support chat during testing, or through our web pages, we may collect 
personal information that you provide to us, including your name, email address, 
and any other information you voluntarily decide to submit, as well as the contents 
of your messages. 


Data you provide when giving your verifiable parental consent to the collection, 
use, and disclosure of a tested child’s personal information. According to U.S. laws, 
we have no right to collect, use, or disclose personal information of any child 
without a verifiable consent of one of their parents or their legal guardian 
(hereinafter referred to as a/the Parent). Therefore, depending on the way of 
purchasing the testing service, a Parent will be asked to use a method for verifiable 
parental consent pursuant to the Children's Online Privacy Protection Act (COPPA) 
and indicated in our relevant notice to the Parent.

For instance, if you purchase a service, you can give your verifiable parental consent at 
the time of payment by using a credit card or other online payment system that notifies 
you as the primary account holder of each discrete transaction. The completion of such a 
payment will represent your parental consent.


If you apply for a gift certificate or participate in a free voluntary technical testing of our 
Services functionality, we will need to use another way to verify your parental consent to 
collection, use, and disclosure of your tested child's personal information. This process 
will include verifying the consenting Parent’s identity via a secure method also pursuant 
to COPPA. To do that, we will offer you to undergo identity verification via a specialized 
verification service that will check your government-issued identity document against 
databases of such information. Confirmation of the authenticity of your identity document 
will represent your parental consent. 


This step is taken in the interests of the tested child and to confirm that the consenting 
individual is indeed the child's parent or legal guardian. In this case, you will need to 
provide the identity verification service provider with your identity document that contains 
your personal information. The identity document will be safely processed and deleted 
from the service provider’s records after the verification is completed.
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Please note: Complying with applicable laws, we try to facilitate and improve your user 
experience and our interaction with you. For this purpose, in the Notice to Obtain 
Parent's Affirmative Consent to the Collection, Use and Disclosure of a Child's 
Personal Information, which we send to you personally, we propose that you give us a 
one-time general consent to the collection, use, and disclosure of your child's personal 
information as per the list specified in the notice and detailed in the section 
“Children's Privacy” hereof. This is a legal way to avoid the need for a Parent to 
repeatedly undergo the procedure described above for verifying parental consent 
before every collection of a child's personal information.

Payment processing data: If a payment (e.g., for testing) is required to access 
Services, we may obtain from a third party the name and contact information of the 
person who made the payment, payment method details, and transaction data. 
Payment processing service is provided by the  platform (its privacy policy is 
available at the link). 


Your child's full name, date of birth, and sex: For example, when you as the legal 
representative of your minor child purchase services from us, give your verifiable 
parental consent to the collection, use, and disclosure of the child's personal 
information, create the child's account within your account on the Website, update 
or change information about the child in the account.


Videos automatically generated during video recording of the child's testing, and 
photos and audio files obtained from those: When providing our Services, we 
collect video records of a child's testing process, containing responses, actions, 
interactions, and behavior of the tested child, as well as photographs and audio 
files generated from those videos. The Parent is present during the test and gets 
into the camera's field of view, so the videos also contain their visual data. We 
collect this information for, among other things, ensuring safety and transparency of 
the entire process and verifying the Parent's voluntary consent to their child’s 
participation.


Feedback: Where applicable, we will collect your feedback as set forth in our 
.


Any other unrequested personal information that you share with us on your own 
initiative.

Stripe

User 
Agreement

https://stripe.com/privacy
https://www.worldofgeniuses.com/noprecache/docs/en-US/legal/user-agreement.pdf
https://www.worldofgeniuses.com/noprecache/docs/en-US/legal/user-agreement.pdf


5

Information about how you use our Website:

2

Technical data: Technical data include, e.g., information such as your IP address, 
device type, country from where you access, browser type and version, and 
operating system.


Location data: We may determine the general geographic area from which your 
device accesses our Services, based on information such as IP address. 

When you visit our Website, we automatically collect certain information, using 
technologies such as cookies. Cookies are small text files that are sent to a web browser 
from a website you open. Cookies are stored in your browser to ensure that major 
features of the Website function properly and that your visit is more convenient.


Every Child Is A Genius LLC uses cookies necessary for the Website and Services 
operation. They ensure basic functionality of Services, such as authorization, security, 
fulfillment of user requests for Services, ensuring proper operation of the Website’s client-
side logic, and maintaining user sessions.


We do not use cookies for targeted advertising, cross-site tracking, or data 
transmission to marketing platforms. Third parties do not collect information about 
user behavior on our Website. 


Currently, we do not recognize “do not track” signals from your web browser or other 
mechanisms that enable you to exercise choice regarding collection of personally 
identifiable information about your online activities over time and across third-party 
websites or online services, as we do not engage in that collection.


Other parties may not collect personally identifiable information about your online 
activities over time and across different websites when you use our Website or Services.


For more information about our use of cookies, please refer to our .


Publicly available data. We use information publicly available on the Internet to train our 
AI models. We understand that personal information may be accidentally included in 
those datasets.

Cookie Policy

https://www.worldofgeniuses.com/noprecache/docs/en-US/legal/cookie-policy.pdf
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We may use your Personal Information for the following purposes:

How We Use Personal Information

Provision of Services: We use your Personal Information in order to provide 
Services that you request from us, to evaluate and improve them, as well as to 
provide individual test results. 


Account creation and support: Your Personal Information is required to create your 
account which contains a child's account (if necessary). The information is stored in 
our system to ensure the provision of Services and to simplify your return to them. 
This allows you to return to using the Services without re-entering data and makes 
it possible to place new orders more quickly or enable additional features  in the 
future. 


Contacting you: For instance, we can send you information about our Services, 
events, upcoming changes or improvements of Services. This may include sending 
you non-promotional emails, such as emails about your access to Services or 
changes to our terms and policies, legally required notices, or feedback requests.


Maintaining security and preventing fraud: For example, maintaining the security 
of your accounts, our Services and Website, detecting and preventing fraud and 
other types of unauthorized use of our Services and Website, violations of any law, 
rule or regulation, or the terms or policies for our Services.


Legal purposes: For instance, compliance with our legal obligations, enforcement 
of legal or regulatory requirements, protection of the rights, privacy, safety, or 
property of our users, the Company, or third parties. This may include detecting 
what state you are located in so that we can comply with relevant legal obligations, 
etc.


Supporting and helping you when you use our Services: For example, 
troubleshooting and providing you with support when needed.


Developing and improving our Services: For instance, developing new features 
and improving the current features of our Services, or training our AI models. 


Any additional purposes for which you give your specific consent.
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We do not sell, exchange, rent, share, or otherwise profit from your Personal 
Information for targeted or cross-context advertising purposes, nor do we provide 
public access to your Personal Information unless you give your specific consent.


We may disclose your Personal Information to others in the following cases:

How We May Disclose Your Personal 
Information

Your Privacy Rights and Choices

To our service providers and contractors (hereinafter collectively referred to as 
service providers) with whom we have entered into a contract. These services are 
necessary, e.g., to support our Website, authenticate users, protect the security and 
integrity of the Website and Services, prevent fraud, process payments, and for 
other purposes, depending on your interaction with us. Access of the said service 
providers to your Personal Information is limited only to the information reasonably 
necessary for a service provider to perform its limited function for us and within the 
purposes for which we collect it.


To affiliated companies or due to a transfer of business: We may disclose and/or 
transfer your Personal Information due to a sale, merger, or change of control of the 
Company or its subdivision responsible for the services that your Personal 
Information is associated with, solely for the purposes for which your Personal 
Information is collected.


For legal purposes, including to government authorities: (i) to comply with laws or 
respond to lawful requests and legal process; (ii) to protect the Company’s rights 
and property, including to enforce our agreements, policies, and terms of service; 
(iii) to protect against legal liability, or (iv) to protect the personal safety of the 
Company, its customers, or any person, including to investigate alleged fraud, 
harassment, or other violation of any law or regulation.

The right to request access, rectification, update, or deletion of your Personal 
Information.


If we collect and process your Personal Information with your consent, you may 
withdraw your consent at any time. The consent withdrawal will not affect the 
legality of any processing that we have carried out prior to such withdrawal.

Depending on where you are located and subject to applicable legal exceptions, you may 
have certain rights with respect to your Personal Information, such as:
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The right to submit certain confidentiality requests through an authorized agent.


The right not to be discriminated against in exercising the rights granted to you by 
applicable privacy laws.


The right to appeal the decision we make regarding your request for exercising 
rights.

Please note that your refusal to permit further use of your Personal Information 
collected by us or its future collection, as well as deletion of your Personal Information, 
may deprive us of the opportunity to provide the Services you request, e.g., to conduct 
testing and/or deliver its results, or to maintain your account functioning. In this case, 
we will stop providing the Services you request, in accordance with our , 
and delete the Personal Information you provided.


You may also have additional rights under the state laws currently in force, which vary 
depending on your jurisdiction and applicable law.


We do not engage in profiling (i.e. automated processing of personal information to 
evaluate, analyze, or predict individual characteristics, such as personal preferences, 
interests, behavior, etc.), which utilizes your Personal Information for automated decision-
making that produces legal or similarly significant effects. Therefore, we do not offer an 
opt-out for this type of profiling.


We do not collect or process your Personal Information for the purpose of targeted 
advertising, and do not sell, exchange, or otherwise disclose or transfer your Personal 
Information for commercial purposes. Therefore, we do not offer an opt-out for 
processing personal information for these purposes.

User Agreement

You can exercise some of the above rights in your account, but for others to be exercised, 
you will need to send us an email request at . After you submit your 
request, we will respond within the term permitted by applicable privacy laws.


For you to exercise certain rights, we will need to verify your identity or collect more 
personal information from you than we currently have in order to ensure that you have 
the right to access the requested personal information and no one else is trying to 
impersonate you. This will help us protect your data from fraudulent requests.

info@echig.com

How You Can Exercise Your Rights

https://www.worldofgeniuses.com/noprecache/docs/en-US/legal/user-agreement.pdf
mailto:info@echig.com


9

Authorized agents. In order to exercise your rights through an authorized agent (as 
defined in applicable laws), you must provide your authorized agent with a written 
permission to exercise your rights on your behalf, and we may request a copy of the 
written permission from your authorized agent when they make a request on your behalf. 
We reserve the right to deny a request from an authorized agent who does not submit 
proof that you have authorized them to act on your behalf.


Appeals. If we refuse to take action on your request within a reasonable period of time 
after receiving it, you may appeal our decision via . In such an appeal, you 
must: (1) provide sufficient information so that we can verify that you are the person whom 
the original request pertains to and identify the original request, and (2) provide a 
description of the grounds for your appeal. Please note that your appeal will be subject to 
your rights and obligations afforded to you under applicable law. We respond to all 
appeal requests as soon as we reasonably can and no later than legally required.

info@echig.com

We adhere to our obligations to protect children's personal information and comply with 
U.S. privacy laws.


This section describes what personal information (also referred to as “personal data,” 
“sensitive data,” or “personally identifiable information” in the laws of some jurisdictions) 
we collect about and from tested children, how we use such personal information, and 
our disclosure practices for such information.


Our child testing services are provided only under parental supervision, and we do not 
collect personal information directly from children under the age of 18 without their 
Parents’ consent. A purchase of testing service, a creation of a child account within a 
Parent’s account, the use of the accounts, and any other interaction or communication 
with the Company while using the Services and Website is carried out solely by the 
Parent who acts on behalf of their child and makes decisions in the child’s interests.


Every Child Is A Genius LLC is the official provider of Quantum G testing service within 
the framework of the World of Geniuses project in the United States and an operator that 
collects and maintains children's personal information through the Website 

, according to COPPA provisions. On the Company’s behalf, such 
information is also collected and retained by our service providers. We accept inquiries 
from Parents concerning the Privacy Policy and the use of children's information via email: 

.  

https://
worldofgeniuses.com

info@echig.com

Notice of the Company’s Information 
Practices With Regard to Children 
(Children’s Privacy)

mailto:info@echig.com
https://worldofgeniuses.com
https://worldofgeniuses.com
mailto:info@echig.com
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We collect, use, and disclose personal information of children under the age of 18 in 
accordance with the Children's Online Privacy Protection Act (COPPA), the rules adopted 
pursuant to COPPA, and other applicable laws, after receiving the verifiable consent of a 
child's Parent. If you do not give such a consent, we will not be able to provide the 
Services you request.


If we become aware that personal information of a child under 18 has been collected on 
our Website without the verifiable consent of the child’s Parent, we will use all reasonable 
efforts to delete such information from our database.


To ensure the best interests, safety and well-being of a tested child, as well as the 
process transparency, testing is only conducted in the presence of the child’s Parent. The 
Parent helps the tested child to prepare according to the  and 
preparation and test taking recommendations posted on the Website, ensures 
compliance with those, and monitors the testing process.


The Website does not enable a tested child and their Parent to make the child’s personal 
information publicly available.

User Agreement

Through the Website, we intend to obtain the following types of your child’s personal 
information (hereinafter collectively referred to as the Child's Personal Information):

What Personal Information of the Child 
We Collect

The Child’s Personal Information provided by the Parent directly:

1

Full name, date of birth, and sex, which you as the Parent provide to us when you, 
e.g. request or purchase services from us, give your parental consent to the 
collection, use, and disclosure of the Child's Personal Information, create the child's 
account within your account on the Website, update or change information about 
the child in the account.

We may use this information to provide Services, create and maintain the child's account, 
maintain security, prevent fraud, verify the child's identity, for legal purposes, to provide 
you with support and assistance when you use our Services, as well as to develop and 
improve the Services (for more information, please see the section “How We Use the 
Child’s Personal Information”).

https://www.worldofgeniuses.com/noprecache/docs/en-US/legal/user-agreement.pdf
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We may also unintentionally receive other personal information which we do not request 
and which you as the Parent can share with us on your own initiative, e.g., when using the 
Services, contacting us by email, during your child's testing, or which your child can share 
with us in your presence, for instance, while taking the test.

We may use the Child’s Personal Information for the following purposes:

Personal information collected from the child in their Parent’s presence:

2

Biometric data as facial embeddings that cannot recreate the original image (they 
are collected immediately before the test and during testing). We may use them to 
provide Services, maintain security, prevent fraud, verify the child's identity, or for 
legal purposes.


Videos automatically generated during video recording of the child's testing, and 
photos and audio files obtained from those: When providing our Services, we 
collect video records of your child's testing process, containing responses, actions, 
interactions, and behavior of the child, as well as photographs and audio files 
generated from those videos. We may use these materials to provide Services, 
maintain security, prevent fraud, verify the child's identity, for legal purposes, to 
provide you with support and assistance when you use our Services, as well as to 
develop and improve the Services.

How We Use the Child’s Personal 
Information

Provision of Services: We use the Child’s Personal Information in order to provide 
Services that you request from us, to evaluate and improve them, as well as to 
provide individual test results.


Account creation and support: Personal information is required to create the 
child’s account within the Parent’s account. The information is stored in our system 
to ensure the provision of Services and to simplify your return to them. This allows 
you to return to using the Services without re-entering data, and also makes it 
possible to more quickly place new orders that match the child’s age, or enable 
additional features in the future, e.g., taking a test for an older age group at an 
older age, or accessing new services..
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Maintaining security and preventing fraud: For example, maintaining the security 
of our Services and Website and your accounts (including your child’s account), 
detecting and preventing fraud and other types of unauthorized use of our Services 
and Website, violations of any law, rule or regulation, or the terms or policies for our 
Services.


The child's identity verification: Personal information is required to verify the 
child's identity, e.g., for making sure that the same child is taking the test from start 
to finish. 


Legal purposes: For instance, compliance with our legal obligations, enforcement 
of legal or regulatory requirements, protection of the rights, privacy, safety, or 
property of our users, the Company, or third parties.


Supporting and helping you when you use our Services: For example, 
troubleshooting and providing you with support when needed.


Developing and improving our Services: For instance, developing new features 
and improving the current features of our Services, or training our AI models. 


Any additional purposes for which you give your specific consent.

To our service providers and contractors (hereinafter collectively referred to as 
service providers) that are able to maintain the confidentiality, security and integrity 
of such information, and provide guarantees that they will maintain the information 
in this way. Access of any service provider to the Child’s Personal Information is 
limited only to the information reasonably necessary for the service provider to 
perform its limited function for us and within the purposes for which we collect it.

How We May Disclose the Child’s Personal 
Information
We do not sell, exchange, or rent to third parties the Child's Personal Information we 
collect (including biometric data), nor do we share the Child's Personal Information or 
transfer it for profit (as defined in COPPA, the rules adopted pursuant to COPPA, and 
other applicable laws).


We further do not make the Child’s Personal Information received from you publicly 
available in any form, except cases when you give your specific consent thereto (e.g., 
when Parents’ feedback is published).


We may disclose the Child’s Personal Information (including biometric data) to others in 
the following cases:
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We do not share the Child's Personal Information with service providers for their own 
commercial, marketing, or other purposes. Furthermore, service providers will not 
disclose or use the Child's Personal Information to contact the child, including through 
behavioral advertising, or to amass a profile on the child.

To affiliated companies or due to a transfer of business: We may disclose and/or 
transfer the Child’s Personal Information to affiliated companies or due to a sale, 
merger, or change of control of the Company or its subdivision responsible for the 
services that such personal information is associated with, solely for the purposes 
for which the Child’s Personal Information is collected. 


For legal purposes, including to government authorities: (i) to comply with laws or 
respond to lawful requests and legal process; (ii) to protect the Company’s rights 
and property, including to enforce our agreements, policies, and terms of service; 
(iii) to protect against legal liability, or (iv) to protect the personal safety of the 
Company, its customers, or any person, including to investigate alleged fraud, 
harassment, or other violation of any law or regulation.

Parent’s Rights
Depending on where you are located and subject to applicable legal exceptions, you 
may have certain rights with respect to your Child's Personal Information. The Parent may 
request review, rectification, or deletion of the Child's Personal Information, as well as 
refuse further collection or use of the Child's Personal Information by emailing us at 

.


Please note that your refusal to permit further use of the Child’s Personal Information 
collected by us or its future collection, as well as deletion of the Child’s Personal 
Information, may deprive us of the opportunity to provide the Services you request, e.g., 
to conduct testing and/or deliver its results, or to maintain the child’s account functioning. 
In this case, we will stop providing the Services you request, in accordance with our 

, and delete the Child's Personal Information you provided.


For you to claim these rights, we may need to verify your identity in order to confirm your 
right to access the Child's Personal Information. This is a security measure ensuring that 
the Child's Personal Information will not be disclosed to any individual who doesn’t have 
the right to receive it. To verify your identity, we may need to collect more personal 
information from you than we currently have.

info@echig.com

User 
Agreement

mailto:info@echig.com
https://www.worldofgeniuses.com/noprecache/docs/en-US/legal/user-agreement.pdf
https://www.worldofgeniuses.com/noprecache/docs/en-US/legal/user-agreement.pdf
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We do not engage in profiling (i.e. automated processing of personal information to 
evaluate, analyze, or predict individual characteristics, such as personal preferences, 
interests, behavior, etc.), which utilizes the Child’s Personal Information for automated 
decision-making that produces legal or similarly significant effects. Therefore, we do not 
offer an opt-out for this type of profiling.


We do not process the Child's Personal Information for the purpose of targeted 
advertising and do not disclose it to third parties for them to contact the child, including 
through behavioral advertising, or to amass a profile on the child. We do not sell, 
exchange, or rent to third parties the Child's Personal Information we collect (including 
biometric data), nor do we provide access to it or transfer it for profit. Therefore, we do 
not offer an opt-out for processing the Child's Personal Information for these purposes.


You may also have additional rights that vary depending on your jurisdiction and 
applicable law.


If substantial changes are made to our practices of collecting, using, or disclosing 
children's personal information to which a Parent has previously consented, we will send 
the Parent a notification to the email address associated with their account and request 
their verifiable parental consent.

We will retain your Personal Information and your Child's Personal Information (including 
biometric data) for the period necessary to satisfy the purposes for which it has been 
collected, unless it is necessary to retain this information longer for legal, compliance, or 
safety purposes. For instance, we may retain the said personal information:

Personal Information Retention

When we have a legal obligation to do so (e.g., for financial reporting or other 
reporting purposes, to certify the provision of Services, or if we receive a court 
ruling for longer retention of personal information);


To address and resolve requests and complaints (e.g., if you submit a complaint);


To protect the safety, security, and integrity of our business, Services and Website, 
as well as to protect our rights and property and those of others (e.g., if we detect 
misuse of our Services or unusual activity on your account or in your interactions 
with us); and


For litigation, regulatory or other legal matters (e.g., we will retain your information if 
there is an ongoing legal claim and the information is relevant to the claim).
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The length of biometric data retention periods may be specific to applicable laws of 
certain states. For example, for residents of Illinois, biometric data are retained until the 
purpose for collecting or obtaining them is satisfied, or within three (3) years after a 
Parent's last interaction with us, whichever occurs first, unless we are otherwise required 
to retain such data by law or as part of a legal process. After the specified period, 
biometric data are destroyed in a secure and irreversible manner, including a complete 
deletion of electronic records from servers and backups and a use of methods that 
exclude data recovery.


After expiration of the retention periods mentioned above, we will take reasonable 
measures to delete your Personal Information and the Child's Personal Information 
(including biometric data) in such a way that they are not maintained in retrievable form 
and cannot be retrieved in the normal course of business.


We retain your account data until the account is deleted. If you decide to delete your 
account, please select the “Delete Account” option in the settings. For security reasons, 
to make sure that the deletion request is really made by you, we will email you a unique 
code that you will need to use to confirm your decision. After that, the requested account 
and its data will be scheduled for deletion in thirty (30) calendar days. During the period 
of 30 calendar days after the deletion request, a notice of the scheduled deletion will be 
displayed in your account, indicating the ultimate deletion date. Within this time, you may 
cancel the deletion by clicking on the “Recover Account” button, after which a verification 
code will be sent to your email address. Please enter the received code to restore your 
account and cancel the scheduled deletion.


If you do not use the account recovery option within the specified 30-day period, we will 
permanently delete your account and its details, except for certain data collected for 
improving the operation of our Website and Services and their further development, for 
maintaining security and preventing fraud, or for other legal and/or our legitimate 
purposes. For instance, we are required to retain information about past transactions for 
financial reporting purposes and to certify the provision of Services. Deletion of your 
account is permanent. After your account is deleted, we will not be able to reopen or 
reactivate it or to restore your data.

Personal Information Security
Every Child Is A Genius LLC implements commercially reasonable technical, 
administrative, and organizational measures designed to protect personal information 
from loss, misuse, unauthorized access, disclosure, alteration, or destruction.
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Privacy Policy Updates

How to Contact Us

The personal information collected by the Company is stored and processed on servers 
located in the United States of America, using reasonable security measures necessary to 
protect it from loss, misuse, unauthorized access, disclosure, alteration, or destruction. 
The measures include, but are not limited to: encryption of personal information; its de-
identification or anonymization where possible and appropriate; practices of data 
minimization and deletion of information that is no longer necessary; limited access 
control and regular security assessments. However, no security measure or method of 
data transmission over the Internet is 100% secure. In addition, you are solely responsible 
for protecting your username (login) and password, limiting access to your devices, and 
signing out of websites and accounts after your sessions.

We may update our Privacy Policy when necessary, including making substantial changes 
to it. When we do that, we publish an updated version of the policy with a modified 
effective date on our Website. All changes and updates take effect immediately after 
such publication. If applicable law requires a different type of notice, we will notify you 
accordingly.


If you use our Services after any changes to the Privacy Policy have been published, all of 
the changes made will apply to your use of the Services.

If you have any questions, suggestions, or complaints regarding our collection, use, or 
retention of personal information, or if you wish to exercise any of your rights in relation to 
your Personal Information, or if you need help in solving issues, please email us at 

.info@echig.com

mailto:info@echig.com



